
PORT OF SILVERDALE 
RESOLUTION NO. 2022-02 
Electronic Funds Transfer 

WHEREAS, the Commissioners of the Port of Silverdale desire to establish an 
electronic funds transfer (EFT) policy; 

THEREFORE, IT IS HEREBY RESOLVED BY THE BOARD OF COMMISSIONERS 
FOR THE PORT OF SILVERDALE THAT: 

The Port of Silverdale will follow the attached EFT Disbursement Policy. 

Dated : le.h,u ,u--r 17, .l O~;l. 

Caleb Reese, Ed Seo Ifie Id I Doug Kitchens 
Port Commissioner Port Commissioner Port Commissioner 



Electronic Funds Tran sf er (EFT) -
Disbursement 
3.8 Expenditures 

3.8.11 Electronic Funds Transfer (EFT) - Disbursement 

3.8.1 1.10 Electronic funds transfer (EFT) refers to the disbursement from a bank 

account by means of wire, direct deposit, ACH or other electronic means. In 

accordance with RCW 39.58.750 we prescribe the following accounting 

procedures for such transactions. 

3.8.11 .20 Disbursing money by the EFT: 

a. Prepare a record which shows: 

• 
o Chronological number of the EFT payment. 

o Time and date of disbursement. 

o Payee - name, address and account number. 

o Amount of disbursement. 

o Purpose of disbursement. 

o BARS or other accounting system expenditure/expense account 

number. 

o Name and number of fund(s) . 

o Disbursing bank's unique transaction identification number, if 

available. 

o Receiving bank or financial institution's identification number. 



b. A file must be maintained of authorizations by payees who have thereby 

agreed to have moneys added to their accounts electronically. 

c. The treasurer should notify the disbursing bank that access to files, records 

and documentation of all EFT transactions involving the treasurer should be 

provided to the State Auditor when required for the conduct of the statutory post 

audit. 

3.8.11 .30 Policies should be adopted to establish effective internal control to 

protect EFT transactions from internal and external threats. These policies 

should include: 

• Implementation of bank offered security measures to prevent 

unauthorized individuals from initiating or modifying a transfer. Each user 

initiating or approving bank transactions must have a separate banking 

user id. 

• Define the process for creating, securing, sending and authenticating direct 

deposit transmittal files to prevent unauthorized modification or 

submission. 

• Adoption and implementation of computer standards, policies and 

procedures to protect the computers and computing processes used for 

EFTs from computer malware. 

• Policies and procedures should be in place to validate these authorization 

to protect resources being transferred electronically. 
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